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1. AMAÇ 

Bu talimatın amacı, Aydın Adnan Menderes Üniversitesi Buharkent Meslek Yüksekokulunda 

kullanılan masaüstü ve dizüstü bilgisayarların doğru, güvenli, verimli ve bilgi güvenliği ilkelerine 

uygun biçimde kullanılmasına ilişkin esasları belirlemektir. 

2. KAPSAM 

Bu talimat, Buharkent Meslek Yüksekokulunda yer alan tüm akademik ve idari birimlerde 

kullanılan masaüstü ve dizüstü bilgisayarların kullanımına ilişkin kuralları kapsar. 

3. SORUMLULAR 

Bu talimatın uygulanmasından; bilgisayarları kullanan tüm akademik ve idari personel, Bilgi İşlem 

Sorumlusu ve İdari Mali İşler Birimi sorumludur. 

4. UYGULAMA 

4.1. Genel Kullanım Kuralları 

i. Bilgisayarların donanımına (monitör, klavye, fare, USB portu, kablo vb.) zarar verecek şekilde 

müdahale edilmemelidir. 

ii. Cihazların bulunduğu ortam temiz, kuru ve havadar olmalıdır. 

iii. Cihazlara yetkisiz yazılım, oyun, lisanssız program veya keygen yüklenmesi kesinlikle yasaktır. 

iv. Kullanıcı, bilgisayarda yalnızca görevle ilgili işlemler yapmalıdır. 

v. Cihazın bulunduğu masa üzerinde sıvı içecek bulundurulmamalıdır. 

vi. Cihaz açıkken fiş çekilmemeli, enerji kesintisi durumunda UPS (Kesintisiz Güç Kaynağı) 

kullanılmalıdır. 

4.2. Açma – Kapatma İşlemleri 

i. Bilgisayar, kasadaki “Power” tuşuna basılarak açılır. 

ii. Oturum açma ekranında kişisel kullanıcı adı ve şifre girilir. 

iii. Kullanıcı bilgisayarı kullanmayı bitirdiğinde, sistem “Başlat > Kapat > Bilgisayarı Kapat” 

adımları izlenerek kapatılır. 

iv. Uzun süre kullanılmayacak cihazların fişi prizden çekilmeli ve enerji tasarrufu sağlanmalıdır. 

4.3. Yazılım ve Güncelleme Kuralları 

i. Tüm yazılımlar yalnızca lisanslı olarak kullanılmalıdır. 

ii. Bilgisayara yazılım kurulumu sadece Bilgi İşlem Sorumlusu tarafından yapılabilir. 

iii. Güncellemeler “Windows Update” veya sistem yöneticisi tarafından tanımlanan yöntemlerle 

gerçekleştirilmelidir. 

iv. Antivirüs yazılımı düzenli olarak güncellenmeli, taramalar en az haftada bir yapılmalıdır. 

4.4. Veri Güvenliği ve Yedekleme 

i. Kullanıcılar, dosyalarını kişisel klasörlerinde (Documents/Desktop) düzenli biçimde 

saklamalıdır. 

ii. Önemli veriler, harici disk veya bulut sistemlerinde (OneDrive, Google Drive vb.) 

yedeklenmelidir. 

iii. Kişisel veriler Kişisel Verilerin Korunması Kanunu (KVKK) hükümlerine uygun biçimde 

saklanmalıdır. 
iv. USB bellek veya taşınabilir disk takıldığında virüs taraması yapılmadan açılmamalıdır. 

4.5. Ağ ve İnternet Kullanımı 



i. Üniversite internet ağı yalnızca eğitim, araştırma ve kurumsal işlemler için kullanılmalıdır. 

ii. Bilgisayarlarda yasadışı paylaşım, torrent, kumar, müstehcen içerik veya korsan site kullanımı 

kesinlikle yasaktır. 

iii. Kablosuz ağ (Wi-Fi) bağlantıları güvenli parola ile korunmalı, paylaşılmamalıdır. 

iv. E-posta hesaplarında resmi iletişim dili kullanılmalı, spam veya uygunsuz içerik 

gönderilmemelidir. 

4.6. Taşınabilir (Dizüstü) Bilgisayarların Kullanımı 

i. Dizüstü bilgisayarlar taşınırken taşıma çantası içinde ve kapalı durumda olmalıdır. 

ii. Cihazın şarj adaptörü orijinal olmalı, farklı voltaj değerine sahip adaptör kullanılmamalıdır. 

iii. Uzun süre taşınan cihazlarda aşırı ısı ve darbeye karşı dikkatli olunmalıdır. 

iv. Dizüstü cihazların kaybolma veya çalınma durumunda, olay derhal idareye bildirilmelidir. 

4.7. Donanım ve Bakım 

i. Bilgisayar arızaları, monitör sorunları veya ağ bağlantı problemleri derhal Bilgi İşlem 

Sorumlusuna bildirilmelidir. 

ii. Kullanıcılar cihaz kapağını açarak donanıma müdahale etmemelidir. 

iii. Periyodik temizlik ve bakım işlemleri, İdari Mali İşler Birimi tarafından planlanır. 

4.8. Enerji Tasarrufu ve Çevre Duyarlılığı 

i. Bilgisayar kullanılmadığı durumlarda ekran parlaklığı azaltılmalı veya ekran koruyucu devreye 

alınmalıdır. 

ii. İş bitiminde cihaz tamamen kapatılmalı, bekleme modunda bırakılmamalıdır. 

iii. Gereksiz yazıcı kullanımı önlenmeli, kâğıt israfına yol açılmamalıdır. 
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